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	Reason for change:
	As indicated in clause 8.2 of TS 33.501: 
”The Registration Request shall contain the TAU request integrity protected using the EPS NAS security context shared with the source MME as it is performed for a LTE NAS message, then the UE shall increment its stored uplink EPS NAS COUNT value by one.”
The UE shall increment its stored uplink EPS NAS COUNT value by one right after the sending of RR. However, according to clause 8.6.2, the UE shall still use the uplink EPS NAS COUNT in the TAU to derive the mapped security context.
Therefore, it’s proposed to make it clear that when the UE increment its stored uplink EPS NAS COUNT value by one, it shall also temporarily store the uplink EPS NAS COUNT in the TAU.  

	
	

	Summary of change:
	The UE shall increment its stored uplink EPS NAS COUNT value by one and temporarily store the uplink EPS NAS COUNT in the TAU as well.

	
	

	Consequences if not approved:
	No valid EPS NAS COUNT can be used by UE for key derivation.
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**** Start of 1st Changes ****
[bookmark: _Toc82095778][bookmark: _Toc51168235][bookmark: _Toc45274978][bookmark: _Toc45274391][bookmark: _Toc45028726][bookmark: _Toc35533373][bookmark: _Toc35528612][bookmark: _Toc26875846][bookmark: _Toc19634786]8.2	Registration procedure for mobility from EPS to 5GS over N26
During mobility from EPS to 5GS, the security handling described below shall apply.
When the UE performs idle mode mobility from EPS to 5GS, and if the UE has a native non-current 5G context, then the UE shall make the native non-current 5G context as the current one. The UE shall discard any mapped 5G security context. 
The UE shall include the UE 5G security capability alongside the mapped 5G GUTI in the Registration Request message. The UE shall also include the 5G GUTI and the ngKSI that identify a current 5G security context if available, e.g. established during an earlier visit to 5G, and integrity protect the Registration Request using the selected security algorithms in the current 5G NAS security context as it is performed for a 5G NAS message over a 3GPP access. If the UE has no current 5G security context then the UE shall send the Registration Request message without integrity protection.The Registration Request shall contain the TAU request integrity protected using the EPS NAS security context shared with the source MME as it is performed for a LTE NAS message, then the UE shall increment its stored uplink EPS NAS COUNT value by one and temporarily store the uplink EPS NAS COUNT in the TAU as well. 
**** End of Changes ****

